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Streszczenie

Dezinformacja w mediach spoteczno$ciowych stanowi jedno z kluczowych wyzwan
wspotczesnego §wiata. W dobie powszechnego dostgpu do internetu fatszywe informacje
moga rozprzestrzeniac si¢ w blyskawicznym tempie, docierajac do milionow uzytkowni-
kow i ksztaltujac ich postrzeganie rzeczywisto$ci. Bez watpienia skuteczna walka
z dezinformacjag wymaga wspolpracy instytucji panstwowych, firm technologicznych
i uzytkownikow medidw spoteczno$ciowych. Kluczowsg role odgrywajg regulacje prawne
oraz edukacja medialna spoteczenstwa. Rownie istotne jest promowanie narzedzi do
weryfikacji informacji oraz zwigkszanie $wiadomosci uzytkownikow mediéw spoteczno-
$ciowych na temat technik manipulacji i mechanizmow jej szerzenia. Celem artykutu jest
ukazanie definicji, przyktadow oraz sposobow walki z dezinformacja w mediach spo-
tecznos$ciowych. Wykorzystano metod¢ analizy piSmiennictwa obejmujacag przeglad
dostepnych zroédet naukowych oraz przyktadow z platform spoteczno$ciowych.

Stowa kluczowe: dezinformacja, media spotecznosciowe, przeciwdziatanie

Wstep

Wspolczesna rzeczywisto$¢ charakteryzuje si¢ dynamicznym prze-
ptywem informacji, ktore odgrywaja kluczowa role¢ w podejmowaniu
decyzji na poziomie jednostkowym i spotecznym. Z tego wzgledu istot-
ne jest, aby przestrzen medialna (w tym media spoteczno$ciowe) opiera-
fa si¢ na rzetelnych i zweryfikowanych tresciach, wolnych od znieksztat-
cen i dezinformacji'. M. Bochenek zauwaza, ze nadmiar informacji
W internecie przerasta uzytkownikow i czyni ich podatnymi na manipu-
lacje. Dezinformacja stata si¢ integralnym elementem wspolczesnego
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srodowiska informacyjnego. .. Wala dodaje, ze komercjalizacja obejmu-
je niemal kazda dziedzing zycia, co jest wykorzystywane przez media
oraz nieuczciwe podmioty do zarabiania na rozpowszechnianiu zmanipu-
lowanych tresci w mediach spotecznosciowych?.

Wraz z rosngca obecnoscia internetu w codziennym zyciu oraz zaa-
wansowang rolg platform mediéw spotecznosciowych coraz wicksza
liczba 0s6b decyduje si¢ na poszukiwanie i konsumowanie informacji
poprzez te platformy, zamiast korzysta¢ z tradycyjnych zrédet informa-
cji. Zmiany te mozna przypisac specyfice mediow spotecznosciowych: —
w poréwnaniu do tradycyjnych mediow (takich jak prasa czy telewizja)
platformy te umozliwiajg szybsze i tansze pozyskiwanie informacji; —
media spoteczno$ciowe sprzyjaja tatwiejszemu dzieleniu si¢, komento-
waniu i dyskutowaniu na temat wiadomosci z przyjaciélmi oraz innymi
uzytkownikami danej platformy®.

Bez watpienia media spoteczno$ciowe staja si¢ przestrzenia, w kto-
rej dezinformacja szerzy si¢ na niespOtykang skale. Latwos¢ dostepu
i uzytkowania, szybkos$¢ rozprzestrzeniania informacji oraz trudno$ci
w korygowaniu falszywych informacji sprawiaja, ze kontrolowanie nie-
pozadanych tresci jest niezwykle trudnym zadaniem®. Fatszywe lub
zmanipulowane tresci szybko zyskuja popularnos¢ i wptywaja na opinie
oraz decyzje uzytkownikow. Algorytmy promujace sensacyjne wiado-
mosci dodatkowo utrudniajg rozroznienie faktow od fikcji, co sprzyja
manipulacji i rozpowszechnianiu nieprawdziwych informacji. Stad tez
celem niniejszego artykutu jest przedstawienie definicji, przyktadow
i form przeciwdziatania dezinformacji w mediach spotecznosciowych. Pod-
jety problem badawczy zawiera si¢ w pytaniu: Jakie dziatania sg najbar-
dziej efektywne w ograniczaniu dezinformacji w mediach spoteczno-
sciowych? Przyjeta hipoteza badawcza brzmi: Skuteczne ograniczanie
dezinformacji w mediach spoteczno$ciowych wymaga regulacji praw-
nych, edukacji medialnej i technologii weryfikujacych tresci, ale takze
zmiany architektury informacyjnej platform. Kluczowe jest projektowa-
nie algorytméw rekomendacji tresci, mechanizméw moderacji oraz inter-
fejsow uzytkownika w sposob, ktory nie wzmacnia polaryzacji i emo-
cjonalnej atrakcyjnosci falszywych tresci, a jednocze$nie angazuje
uzytkownikow w swiadome i krytyczne przetwarzanie informacji.

2\W. Czerski, Test CRAAP — przykiad narzedzia do walki z dezinformacjq, ,,Dydak-
tyka Informatyki”, 2021, nr 16, s. 49.

% K. Shu [i in.], Fake News Detection on Social Media: A Data Mining Perspective,
Proceedings of the 2017 IEEE/ACM International Conference on Advances in Social
Networks Analysis and Mining (ASONAM), Sydney 2017, s. 1.

4 S, Muhammed, S.K. Mathew, The disaster of misinformation: A review of re-
search in social media, “Journal of Social Media Studies”, 2020, no. 5, s. 271.
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W procesie badawczym wykorzystano metod¢ analizy pismiennic-
twa, ktora obejmowata szczegdlowy przeglad oraz interpretacje dostgp-
nych zrédet naukowych, wynikéw badan i innych materiatow zwiaza-
nych z tematem badan. Dzi¢ki tej wieloaspektowej analizie mozliwe
bylo poréwnanie wynikdéw roéznych autorow, a takze identyfikacja klu-
czowych trendéw, wnioskdéw czy réznorodnych perspektyw dotyczacych
zjawiska dezinformacji w mediach spoteczno$ciowych. Zastosowano
rowniez przyktady z roznych platform spotecznosciowych, ktore odegra-
ly istotng role¢ w szerzeniu dezinformacji oraz w manipulowaniu opinia
publiczna.

Definicja dezinformacji w mediach spoleczno$ciowych

Dezinformacja to celowe i zamierzone dzialanie majace na celu
kreowanie fatszywego obrazu rzeczywistosci’. Ma ona na celu polary-
zacje spoleczenstwa poprzez wykorzystywanie narracji opartej na stra-
chu. Dziala poprzez antagonizowanie okre§lonych grup spotecznych
i wzmacnianie antynaukowych tez, co prowadzi do pogltebiania podzia-
16w oraz oslabiania zaufania do rzetelnych zrodet informac;ji®.

Komisja Europejska definiuje dezinformacje jako mozliwe do zwe-
ryfikowania nieprawdziwe lub wprowadzajace w blad informacje, ktore
sa tworzone, przedstawiane i rozpowszechniane w celu osiggniecia ko-
rzysci gospodarczych lub manipulowania opinig publicznag. Moze pro-
wadzi¢ do szkody publicznej obejmujacej zagrozenia dla proceséw de-
mokratycznych, polityki publicznej, zdrowia obywateli, $rodowiska
naturalnego i bezpieczenstwa’'. W kontekscie omawianego zagadnienia
kluczowe znaczenie ma precyzyjne zdefiniowanie pojecia dezinformacji
w mediach spotecznosciowych. Termin ten odnosi si¢ do celowego roz-
powszechniania falszywych, zmanipulowanych lub wprowadzajacych
w btad tresci za posrednictwem platform takich jak: Facebook, X, Insta-
gram, TikTok, WhatsApp, LinkedIn, Pinterest, YouTube i Snapchat.
Jej celem jest wptywanie na opinie, decyzje i emocje uzytkownikow
w aspekcie politycznym, spotecznym lub ekonomicznym.

® K. Shu [i in.], Combating Disinformation in A Social Media Age, Proceedings of
the 2020 IEEE/ACM International Conference on Advances in Social Networks Analysis
and Mining (ASONAM), New York 2020, s. 2.
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Wewngtrznego”, 2022, nr 26, s. 93-94.
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Falszywe informacje i fabrykowane tre$ci w mediach spoteczno-

sciowych wystepuja w rdznych formach®. Podstawowymi metodami
dezinformacji, wykorzystywanymi takze w §wiecie mediéw spoleczno-
sciowych, sa:

negacja faktow — polega na catkowitym zaprzeczeniu prawdziwosci
pewnych wydarzen lub informacji w celu zdyskredytowania istnie-
jacych dowoddéw lub faktéw, co prowadzi do dezorientacji wsrod
odbiorcow i podwazenia ich zaufania do wiarygodnych zrodet;
odwrdcenie faktow — opiera si¢ na zmianie porzadku faktéw lub
przedstawieniu ich w sposob odwrotny do rzeczywistego przebiegu
zdarzen w celu manipulowania percepcja wydarzen (wprowadzenie
odbiorcy w btad co do ich rzeczywistego charakteru);

modyfikacja motywu — dotyczy zmiany kontekstu albo powodu da-
nego zdarzenia (np. motywacji bohaterow zdarzenia lub przedsta-
wienia ich dziatan w innym $wietle), co doprowadza do innej inter-
pretacji przyczyn i skutkow i moze wplyna¢é na osad opinii
publicznej;

modyfikacja okolicznos$ci — polega na modyfikacji tla albo szczego-
tow zwigzanych z danym wydarzeniem, np. podawanie nieistotnych,
szczegotowych informacje majacych na celu rozmycie gtownej tre-
$ci i odwracanie uwagi od kluczowych faktow;

rozmycie i kamuflaz — shuzg przedstawieniu gtownej informacji
W sposob trudny do zrozumienia lub oceny, co ma prowadzi¢ do
znieksztalcenia rzeczywisto$ci. W metodzie rozmycia dodaje si¢
nadmiar nieistotnych informacji. Kamuflaz polega na zastanianiu
waznych informacji, zastepujac je mniej istotnymi;

generalizacja — opiera si¢ na przedstawieniu konkretnego faktu albo
zdarzenia jednostkowego w sposob sugerujacy, ze jest to zjawisko
powszechne i nieuniknione, wystepujace na szeroka skale, np. opi-
sanie jednego przypadku oszustwa i sugerowanie, ze jest to norma
w danej branzy;

interpretacja — oznacza przedstawienie sytuacji wymagajacej wyja-
$nienia w sposdb wywolujacy pozytywne skojarzenia wsrod opinii
publicznej, np. przedstawienie kontrowersyjnej decyzji politycznej
majacej negatywne konsekwencje jako dziatania na rzecz dobra pu-
blicznego®.

8 A. Bhattacharjee [i in.], Disinformation in the Online Information Ecosystem: De-
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Warto zwrdci¢ uwagg na tempo, z jakim dezinformacja moze si¢ roz-
przestrzenia¢ w mediach spotecznosciowych. Jak podaje J. Mazur, przy-
ktadem moze by¢ sytuacja, w ktorej pojedynczy link wystany do 20 osob
poprzez komunikator WhatsApp, a nastepnie dzielony przez te osoby
Z kolejnymi 20 osobami, przy pigciokrotnym powtorzeniu tego procesu
moze dotrze¢ do 3200 oso6b. Taki proces rozpowszechniania informacji
moze zakonczy¢ si¢ w ciggu mniej niz 24 godzin, co potwierdza wyjatko-
wa szybko$¢, z jaka fatszywe informacje moga zyskaé rozglos™. Przed-
stawione dane ilustruja skale ryzyka zwigzanego z rozprzestrzenianiem
falszywych informacji przy uzyciu wspotczesnych narzedzi komunikacji
na odleglto$é. Wspoltczesny cztowiek, codziennie przekazujac $rednio kil-
kadziesigt roznych informacji, czesto nie weryfikuje ich prawdziwosci.
Ponadto internet stat si¢ przestrzenig, w ktorej prowadzone sa zorganizo-
wane kampanie dezinformacyjne. Badania dowodza, ze okoto 25% uzyt-
kownikéw mediow spotecznosciowych ufa prawdziwosci informacji tam
zamieszczonych. Dodatkowo algorytmy platform internetowych dostoso-
wuja tresci do preferencji uzytkownikow, co prowadzi do zamknigcia ich
w tzw. bance filtrujacej (bance informacyijnej)™. Pojecie to jako pierwszy
wprowadzit E. Pariser. Zgodnie z jego teorig algorytmy Google’a i Face-
book’a prezentuja uzytkownikom tylko te informacje, ktore pasujg do ich
gustow. Problem pojawia si¢ w przypadku korzystania przez odbiorce
tylko z mediéw spotecznosciowych i nieweryfikowania informacji w in-
nych mediach. W takim przypadku nie ma on pelnego obrazu rzeczywi-
stosci, a decyzje podejmuje wylacznie na podstawie informacji z tych
platform. Ponadto uzytkownicy czesto przegladaja jedynie tytuty postow,
nie zaglebiajac sie w tre$é ani nie sprawdzajac wiarygodnosci zrodet™.

Rozprzestrzenianie dezinformacji w mediach spotecznosciowych
przyciagneto uwage naukowcow, ktdrzy postanowili zbadac przyczyny
intensywnego udostepniania fake newséw. W latach 2006-2017 badacze
z Massachusetts Institute of Technology przeanalizowali 126 tys. praw-
dziwych i falszywych wpiso6w na Twitterze (obecnie platforma X), oce-
niajac ich zasieg oraz tempo rozpowszechniania. Wyniki dowiodty, ze
nieprawdziwe informacje rozprzestrzeniaja si¢ szesciokrotnie szybciej
niz faktyczne tresci® i osiggaja znacznie wigkszy zasieg'’. Badania wy-
kazaty, ze falszywe informacje rozpowszechniane sg zaréwno przez

19 Ihidem, s. 101.

Y Ibidem.

2 Fake news — dezinformacja w $wiecie nowych mediéw, CyberPolicy NASK,
https://cyberpolicy.nask.pl, 28.06.2018 (15.01.2025).
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boty, jak i samych uzytkownikow. Ich popularno$¢ wynika z atrakcyjnej,
uproszczonej formy, silnego oddzialywania na emocje oraz narracji
opartej na konflikcie. Dzigki temu w przystepny sposob wyjasniajg
skomplikowane tematy, takie jak nauka, historia czy polityka®®.

Przyklady dezinformacji w mediach spolecznosciowych

Szeroka dyskusja o dezinformacji, takze w mediach spotecznoscio-
wych, rozpoczgta sie w 2016 roku, gdy wykorzystano ja w kampanii przed
referendum w Wielkiej Brytanii dotyczacym Brexitu. Pojawily sie¢ wtedy
falszywe informacje na temat brytyjskich wptat do budzetu UE, ktore
wywolaly silne emocje’®. Wedtug analitykéw mogly one wptynaé na wy-
nik glosowania'’. Kolejnym wydarzeniem w 2016 roku zwracajacym
uwage na to zjawisko byly wybory prezydenckie w USA. W kampanii
media spolecznosciowe, takie jak Facebook i Twitter, sprzyjaty rozpo-
wszechnianiu niesprawdzonych, a czgsto falszywych informacji o kandy-
datach i relacjach migdzynarodowych. Analiza portalu BuzzFeed wykaza-
fa, ze w ostatnich trzech miesigcach kampanii prezydenckiej falszywe
informacje w mediach spoleczno$ciowych zyskaty wigksze zainteresowa-
nie niz wiadomosci przekazywane przez media glownego nurtu. Mierzone
liczba polubien, udostepnien i komentarzy 20 najpopularniejszych fake
newsow o kampanii osiggneto tacznie 8,7 min reakcji. Przewyzszylo ono
pod koniec kampanii reakcje na prawdziwe tresci z tradycyjnych zrodet
(7,3 mln). Jednym z najczg$ciej udostgpnianych fake newsow byta nie-
prawdziwa informacja, ze papiez Franciszek poparl Donalda Trumpa (En-
ding the Fed), ktora zebrata prawie milion reakcji. Popularnos$¢ zyskaty
takze falszywe doniesienia o rzekomym ,,potwierdzeniu” przez WikiLeaks
sprzedazy broni ISIS przez Hillary Clinton (The Political Insider) oraz
0 samobdjstwie agenta FBI prowadzacego $ledztwo w sprawie jej e-maili
(Denver Guardian). Fake newsy ze wzgledu na szeroki zasieg'® mogly
mieé istotny wptyw na wynik wyborow™®.

15 Fake news — dezinformacja...

16 |bidem.
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Ponizej zostang przedstawione przyktady dezinformacji w polskich
mediach spotecznosciowych. Przyktadem jest nieprawdziwa informacja
o skazeniu nad Polska, ktora pojawita sie w 2020 roku m.in. na Face-
booku. Miata cechy zorganizowanej operacji informacyjnej bazujacej
na faktycznych pozarach na Ukrainie, ale odnoszacej si¢ do historycz-
nych skojarzen z wybuchem elektrowni w Czarnobylu. Przekaz byt
emocjonalny, a celem bylo podsycanie strachu, tworzenie chaosu in-
formacyjnego oraz podwazenie zaufania do polskich instytucji pan-
stwowych®. Kolejnym przyktadem dezinformacji byly posty o zagro-
zeniu wzrostem promieniowania w Polsce po zajeciu przez Rosjan
czarnobylskiej elektrowni w lutym 2024 roku. Efektem tej dezinforma-
cji bylo masowe wykupowanie ptynu Lugola przez Polakéw. Po zaje-
ciu elektrowni w Zaporozu odnotowano Kolejne fatszywe informacje
0 zagrozeniu jadrowym. Przekaz ten trafiat zwlaszcza do osob pamigta-
jacych awari¢ w Czarnobylu z 1986 roku i wzmacnial ich poczucie
zagrozenia'.

Innym przyktadem fake newsa w mediach spotecznosciowych jest
opublikowany na Facebooku na profilu ,,Pozwatem bank” post o rzeko-
mym wniosku o upadlos¢ mBanku. Wpis sugerowal, ze bank ztozyt
wniosek o upadtos¢, a w pozniejszych godzinach mialy si¢ odby¢ konfe-
rencje prasowe i spotkania instytucji finansowych. Cho¢ wpis zostat
usunigty (byt takze udostepniany), taka dezinformacja mogta prowadzi¢
do powaznych skutkéw, w tym destabilizacji banku i utraty $rodkéw
przez klientow?.

Powyzej zostato przedstawionych kilka subiektywnie wybranych
przyktadow dezinformacji w mediach spoteczno$ciowych z roznych
obszarow. Bez watpienia dezinformacja moze powodowaé zamieszanie
i wprowadza¢ ludzi w btad, co prowadzi do nieporozumien oraz bied-
nych przekonan. Ponadto moze pogtebiac polaryzacje opinii, szczegdlnie
w kwestiach politycznych, spolecznych czy kulturowych. W kontekscie
wyborow dezinformacja w mediach spolecznosciowych moze by¢ wyko-
rzystana do manipulacji opinig publiczng i wptywania na wyniki gtoso-
wania, co prowadzi do zaktocenia procesow demokratycznych. Moze
ona réwniez oddziatywaé¢ na podejmowane decyzje zakupowe czy inwe-

20 polska na celowniku dezinformacji, Serwis Rzeczypospolitej Polskiej, https://www.
gov.pl, 21.01.2025 (21.01.2025).

2 D, Chmielewska, Nie tylko zofnierze i karabiny. Dezinformacja jako istotny
element wojny w Ukrainie na przykladzie fake newsow i prorosyjskich narracji
rozpowszechnianych w polskich mediach, ,,Media i Spoteczefistwo”, 2023, nr 18,
40-42.

22 K. Mroczka, op.cit., s. 111.
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stycyjne przez jednostki czy grupy spoleczne. Dezinformacja w mediach
spolecznosciowych moze takze wywolac silne emocje w spoteczenstwie,
prowadzac do nieracjonalnych zachowan.

Przeciwdzialanie dezinformacji w mediach spolecznosciowych

W ostatnich latach rzady, spoteczenstwa, organizacje mig¢dzynaro-
dowe i firmy technologiczne zintensyfikowaty dziatania na rzecz zwal-
czania dezinformacji w mediach spotecznosciowych. Skuteczno$¢ tych
dziatan zalezy od ich zdolnos$ci do adaptacji do nowych metod fatszowa-
nia informacji oraz od wspodlpracy na poziomie krajowym i migdzynaro-
dowym®. Rozpowszechnianie dezinformacji mozna ograniczyé poprzez
zastosowanie wielopoziomowych dziatan. Kluczowy aspekt stanowi
wlasciwa edukacja. Uzytkownicy mediow spotecznosciowych nie tylko
powinni wiedzie¢ o zagrozeniach, jakie niesie za sobg dezinformacja, ale
posiada¢ takze umiejetnosci medialne zawigzane z oceng wiarygodnosci
informacji. Kolejny wazny element to wspotpraca platform spoteczno-
sciowych, ktore maja obowigzek podejmowania czynno$ci zmierzaja-
cych do przeciwdzialania dezinformacji (usuwania falszywych informa-
cji, ograniczania zasiegu kont je publikujacych). Bez watpienia bardzo
wazne s3 rowniez procedury legislacyjne, czyli wprowadzanie przez
rzady regulacji ograniczajacych mozliwosci rozpowszechniania dezin-
formacji, jednoczesnie nie naruszajac wolnosci stowa. Walka z dezin-
formacja powinna by¢ procesem cigglym, poniewaz rozwoj technologii
i manipulacji stawia nowe wyzwania. W kontekscie przeciwdziatania
dezinformacji w mediach spoteczno$ciowych warto uwzgledni¢ kilka
kluczowych kwestii:

wyzwania technologiczne — ewolucja technologii (np. boty czy de-

epfake) umozliwia masowe szerzenie dezinformacji. Potrzebne sa

zaawansowane narzedzia do wykrywania i obrony przed takimi za-
grozeniami;

—  wplyw algorytmow i ich przejrzystos¢ — platformy spotecznosciowe
tworzg banki informacyjne poprzez algorytmy. Konieczne jest
zwigkszenie przejrzystosci algorytmow;

— migdzynarodowa wspotpraca — walka z dezinformacja wymaga
wspotdziatania ré6znych krajow i organizacji;

— ochrona wolnosci stowa — dziatania regulacyjne musza respektowac
zasady wolnosci stowa 1 unika¢ cenzury;

2 Wstep...,s. 7.
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— rola niezaleznych fakt-checkerow — organizacje te sg kluczowe
w wykrywaniu dezinformacji, dlatego warto wspiera¢ ich prace;

— odpowiedzialno$¢ reklamodawcow — reklamy na platformach spo-
tecznosciowych czesto finansujg tresci dezinformacyjne. Reklamo-
dawcy powinni by¢ odpowiedzialni za miejsca i tresci swoich re-
klam;

— rola spoteczenstwa obywatelskiego — organizacje pozarzadowe i grupy
faktcheckingowe odgrywaja wazng role w ujawnianiu dezinformacji
oraz monitorowaniu platform spolecznosciowych?.

W Polsce w walce z dezinformacja warto zwroci¢ uwage na dziatal-
nos¢ Naukowej i Akademickiej Sieci Komputerowej — Panstwowego
Instytutu Badawczego (NASK-PIB), ktory opracowat Kodeks Dobrych
Praktyk w zakresie walki z falszywymi informacjami. Jego celem jest
przedstawienie procesow dezinformacyjnych w polskiej infosferze oraz
wskazanie sposobow zapobiegania ich rozprzestrzenianiu. Eksperci re-
komendujg m.in. fact-checking, czyli szczegdtows weryfikacj¢ informa-
cji jako jeden z kluczowych sposobow przeciwdziatania dezinformacji®.
Eksperci rekomendujg stosowanie zasady 5 x Z przy sprawdzaniu infor-
macji w internecie (takze w mediach spoteczno$ciowych):
zweryfikuj, czy zroédto informacji jest wiarygodne;
zweryfikuj prawdziwo$¢ i logiczno$¢ informacji,
zweryfikuj, czy informacj¢ potwierdza inne Zrodto;
zweryfikuj, co jest faktem, a co opinig autora,;
zweryfikuj, czy autor zglosit przedstawiona sytuacje odpowiednim
stuzbom, jesli zachodzi taka potrzeba®.

Eksperci NASK-PIB podkre$laja znaczenie edukacji medialnej spo-

leczenstwa jako narzedzia przeciwdziatania dezinformacji i wzmacniania

odpornosci spotecznej. W nattoku informacji uzytkownicy mediow spo-
tecznosciowych czgsto nieswiadomie powielajg falszywe tresci, po pro-
stu je udostgpniajac. Dlatego tak wazne jest korzystanie ze sprawdzo-
nych zrodet. Instytut prowadzi takze kampani¢ #WlaczWeryfikacje

agrowpdndE

24 E. Baron-Polariczyk, Boty, trolle i fake news — uwazaj, kto cie uczy!, ,Edukacja —
Technika — Informatyka”, 2019, nr 2, s. 219-223; R. Kupiecki, F. Bryjka, T. Chton,
Dezinformacja migdzynarodowa: pojecie, rozpoznanie, przeciwdziatanie, \Warszawa
2022, s. 248-258; M. Kowalska-Chrzanowska, P. Krysinski, Polskie projekty fact-
checkingowe demaskujqce falszywe informacje na temat wojny w Ukrainie, ,Media
i Spoteczenistwo”, 2022, nr 17, s. 51-60; A. Lukaszuk, 'Whole of Government' oraz
'Whole of Society' — skuteczne dziafania w budowaniu swiadomosci i odpornosci spote-
czenstwa na zagrozenia w przestrzeni informacyjnej — przeciwdziatanie dezinformacji
w Polsce, ,,Zeszyty Prawnicze”, 2023, nr 3, s. 163-184.

% Dezinformacja? Pomoze Kodeks...

% Ibidem.
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w mediach spoteczno$ciowych majaca na celu wspieranie internautow
w weryfikowaniu informacji®’. Badania wskazuja, ze 72% uzytkowni-
kow mediow spotecznosciowych ignoruje niewiarygodne informacje,
a 12% zwraca uwagg w komentarzach, ze napotkali fake news. Co dwu-
dziesty uzytkownik blokuje osobe publikujacag takie tresci. Dodatkowo
niektorzy uzytkownicy kontaktuja sie z autorami nieprawdziwych infor-
macji lub zamieszczajg sprostowania na swoich profilach. Te dane suge-
ruja, ze obecnie obserwujemy pewna oboj¢tnos¢ wobec fatszywych in-
formacji. Dlatego konieczne jest zwigkszenie dzialan edukacyjnych
skierowanych do uzytkownikow mediow spoteczno$ciowych. Spote-
czenstwo powinno by¢ wyposazone w narzedzia umozliwiajace rozpo-
znawanie i zwalczanie dezinformacji®®. W tym kontekscie konieczne jest
dostosowanie programow nauczania, szczegélnie w obszarze edukacji
wczesnoszkolnej, oraz wprowadzenie nowych specjalizacji na uczel-
niach, ktore odpowiadaja na wyzwania zwigzane z dezinformacjg. Klu-
czowg rolg w walce z dezinformacja odgrywa edukacja mtodego pokole-
nia. Jej celem powinno by¢ wyksztatcenie u uczniow mechanizmow
obronnych przed dezinformacja. W ramach tego procesu mtodzi ludzie
powinni naby¢ nie tylko wiedzg, ale takze praktyczne umiejetnosci od-
powiedzialnego i madrego korzystania z zasoboéw internetowych. Warto
wyposazy¢ ich w zdolnosci do skutecznego poszukiwania informacji,
szczegolnie umiejetnosci wyboru wiarygodnych zrdodel oraz oceny ich
rzetelnosci, jak rowniez selekcji istotnych tresci®®.

Zakonczenie

Dezinformacja stanowi jedno z najpowazniejszych zagrozen wspot-
czesnej przestrzeni informacyjnej. Problem dezinformacji w mediach
spotecznosciowych wynika nie tylko z niskiej jakosci informacji, ale
takze z rosngcej komercjalizacji tych mediow, wykorzystujacych zmani-
pulowane tresci do generowania zyskéw. Media spoteczno$ciowe po-
przez swoje algorytmy promujace sensacyjne, kontrowersyjne czy emo-
cjonalne tresci stwarzaja warunki do szybkiego rozprzestrzeniania sig¢
dezinformacji. Zjawisko to dotyczy nie tylko tre$ci politycznych, ale
réwniez informacji zwigzanych z konsumpcjonizmem, zdrowiem czy
nauka. Warto podkresli¢, ze wprowadzanie uzytkownikow w btad czesto

27 |bidem.

% T, Gergelewicz, Obszary budowania odpornosci na dezinformacje jako element
bezpieczenstwa infosfery, ,,Cybersecurity and Law”, 2022, nr 7, s. 79-80.

2 \W. Czerski, op.cit., s. 53.
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ma realne konsekwencje dla ich zycia codziennego. Przeciwdziatanie
dezinformacji wymaga zmiany architektury platform spolecznoscio-
wych. Algorytmy powinny nie tylko ogranicza¢ rozprzestrzenianie si¢
falszywych informacji, ale takze promowac wartosciowe i zweryfikowa-
ne tresci. W tym kontekscie trzeba tak projektowac algorytmy, interfejsy
i zasady moderacji, zeby uzytkownicy wiedzieli o zagrozeniach zwiaza-
nych z dezinformacjg oraz aktywnie sprawdzali i oceniali przyswajane
informacje.

Celem tych dziatan powinna by¢ ochrona przed dezinformacja
| stworzenie przestrzeni informacyjnej, w ktorej uzytkownicy beda mieli
mozliwos¢ swiadomego 1 krytycznego odbioru tresci. W tym kontekscie
istotne jest ksztattowanie postaw opartych na analizie faktow, a nie wy-
facznie na emocjonalnym odbiorze przekazow. W obliczu wyzwania, ja-
kim jest przeciwdziatanie dezinformacji w mediach spotecznosciowych,
Kluczowe znaczenie ma rozwijanie umiej¢tnosci krytycznego myslenia
oraz oceny wiarygodno$ci zrodet informacji wsrdd ich uzytkownikow.
W dobie coraz wigkszej liczby falszywych i zmanipulowanych tresci nie-
zbedne staje si¢ podnoszenie §wiadomosci obywateli oraz wdrazanie sku-
tecznych dziatan edukacyjnych. Powinny one obejmowa¢ zaréwno mtod-
sze pokolenia korzystajace z mediow spotecznosciowych od najmtodszych
lat, jak i osoby doroste, ktore traktujg je jako codzienne zrodto informa-
cji. Szczegodlnie wazne jest zapewnianie narzedzi do samodzielnej wery-
fikacji tresci oraz promowanie rzetelnych zrodet informacji.
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Disinformation on social media — examples and countermeasures
Abstract

Disinformation in social media is one of the key challenges of the modern world. In
an era of widespread internet access, false information can spread at an alarming rate,
reaching millions of users and shaping their perception of reality. Undoubtedly, an effec-
tive fight against disinformation requires the cooperation of state institutions, technology
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companies, and social media users. Legal regulations and media literacy education play
a crucial role in this process. Equally important is the promotion of fact-checking tools
and raising users' awareness of manipulation techniques and the mechanisms behind the
spread of disinformation. The aim of this article is to present definitions, examples, and
methods of combating disinformation in social media. The study employs the method of
literature analysis, including a review of available scientific sources and examples from
social media platforms.

Keywords: disinformation, social media, counteraction



